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Abstract: In the proposed system, secure and efficient multi-keyword ranked search scheme over encrypted data.

Construct an index based on vector space model and (term frequency) TF X IDF (inverse document frequency).

Construct a special index structure and propose a “Greedy Depth first Search” Algorithm to provide efficient multi-keyword ranked search. The secure kNN method by using Euclidean distance is utilized to ensure accurate relevance score calculation between encrypted index and query vectors. Fuzzy search method is used to search for relevant records, the system also tries to find those records that include words similar to the keywords in the query, even if they do not match exactly.
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I. INTRODUCTION

Cloud computing has been considered as a new model of enterprise IT infrastructure, which can organize huge resource of computing, storage and applications, and enable users to enjoy ubiquitous, convenient and on-demand network access to a shared pool of configurable computing resources with great efficiency and minimal economic overhead. With the prevalence of cloud services, more and more sensitive information are being centralized into the cloud servers, such as emails, personal health records private videos and photos, company finance data, government documents, etc.

In this paper, we present a secure and efficient multi-keyword ranked search scheme over encrypted data, which additionally supports dynamic update operations like deletion and insertion of documents. Specifically, we construct an index based on vector space model to provide multi-keyword search, which meanwhile supports flexible update operations. Besides, cosine similarity measure is utilized to support accurate ranking for search result. To improve search efficiency, we further propose a search algorithm based on “Greedy Depth-first Traverse Strategy”. Moreover, to protect the search privacy, we propose a secure scheme to meet various privacy requirements in the known cipher text threat model.

II. EXISTING SYSTEM
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Disadvantages of Existing system: The CSPs that keep the data for users may access users sensitive information without authorization. Without encrypt the data, users directly upload the files into the cloud means cannot applied encryption directly on data. Existing system methods are not practical due to their high computational overhead for both the cloud server and user.
III. PROPOSED SYSTEM

The CSPs that keep the data for users may access users sensitive information without authorization. Without encrypt the data, users directly upload the files into the cloud means cannot applied encryption directly on data. Existing system methods are not practical due to their high computational overhead for both the cloud server and user. The proposed system is a secure based search scheme, which supports multi keyword ranked search and dynamic operation on the document collection. Construct a special index structure. Propose a GDFS algorithm to provide efficient multi-keyword ranked search. The secure kNN method by using Euclidean distance is utilized to ensure accurate relevance score calculation between encrypted index and query vectors. Fuzzy search method is used to search for relevant records, the system also tries to find those records that include words similar to the keywords in the query, even if they do not match exactly.

Advantages of Existing system:

Searchable encryption scheme supports both the accurate multi keyword ranked search and flexible dynamic operation on document collection. The proposed scheme can achieve higher search efficiency. Search can flexibly performed to further reduce the search process.

IV. SYSTEM ARCHITECTURE

V. MODULES

Data owner: Data owner has a collection of documents $F=(f_1, f_2, \ldots, f_n)$. Data owner builds a secure searchable tree index $I$ from $F$ and generates an encrypted document collection $C$ for $F$.

Data users: Users are authorized ones to access the documents of data owner. With $t$ query keywords and generate trapdoor $TD$ to fetch $k$ encrypted documents from server. Then data user can decrypt the documents with the shared secret key.

Cloud server: The cloud server stores the $C$ and tree index $I$ for data owner upon receiving the $TD$ from user, the cloud server executes search over index. Returns the corresponding top-$k$ ranked encrypted documents.

VI. ALGORITHMS

1) BUILD INDEX
   - Create an ArrayList to store document unique words Return 0 if there is no common term.
   - Calculate the IDF values of documents, to specify whether any common or rare terms appear across all documents. IDF value can be calculated by
idf_{term} = \log_{10}\left(\frac{\text{total number of documents}}{\text{Number of documents the term appears in}}\right)

- Calculate TF values for all the documents in C i.e no of times the term occur in a document.
- Calculate TF×IDF and store in matrix
- For the the given query calculate the tf-idf vectors and store in array
- Calculate the length of document and query by
- Length (d,q)=\sqrt{(TF×IDF)^2}
- Calculate the similarity score between two vectors i.e documents and query by inner product multiplication using euclidean distance
- Sscore=\sum TF×IDF where \sum TF.IDF=D.Q/\text{Length}(d,q)
- According to the similarity values the index store decreasing order of Sscore in HashSet

2) GDFS SEARCH
- User enter the keyword to be searched
- Data Owner generate the trapdoor file consists of filename and index
- if Sscore(D,Q)> 0 then return file.
- Cloud server check into index if the keyword present into the documents then return the documents with similarity score by using HashMap
- For authorized user provide the decrypting keys.
- Download the document
- Else return no documents found

VII. IMPLEMENTATION

1. Server Gui
2. CLIENT GUI: WHERE OWNER AND USER REGISTER:

3. OWNER REGISTRATION:

4. AFTER REGISTRATION OF OWNER, OWNER LOGIN AND OUTSOURCE THE FILES.
5. FILE OUTSOURCING

6. USER SEARCHING FILES: CLIENT GUI

7. SEARCHED RESULTS
I. RESULT ANALYSIS

1. In existing system the search operation give the result only if exact keywords match. To solve this problem we are proposing fuzzy search.

2. Fuzzy search means when searching for relevant records, the system also tries to find those records that include words similar to the keywords in the query, even if they do not match exactly.

3. If the user’s searching input exactly matches the pre-defined set of keywords, the server will return the files containing the keyword;

4. If there exist some error in spelling or some format inconsistencies in the searching input, the server will return the closest possible results based on pre-specified similarity semantics.

5. We used an advanced technique (i.e., wild card-based technique) to construct the storage efficient fuzzy keyword sets by using edit distance technique. With the help of symbol base trisearch scheme we enhance searching efficiency, ed to further reduce the search process.

Fuzzy keyword Searched Results
The table below gives the file name and similarity score for normal search and fuzzy search.

<table>
<thead>
<tr>
<th>No. of documents</th>
<th>Normal search Score</th>
<th>Similarity(%)</th>
<th>Fuzzy search Score</th>
<th>Similarity(%)</th>
</tr>
</thead>
<tbody>
<tr>
<td>a1.txt</td>
<td>0.79</td>
<td>79</td>
<td>0.1</td>
<td>100</td>
</tr>
<tr>
<td>a2.txt</td>
<td>0</td>
<td>0</td>
<td>0</td>
<td>0</td>
</tr>
<tr>
<td>a3.txt</td>
<td>0.74</td>
<td>74</td>
<td>0.50</td>
<td>50</td>
</tr>
<tr>
<td>57.txt</td>
<td>0</td>
<td>0</td>
<td>0.19</td>
<td>19</td>
</tr>
</tbody>
</table>

Fuzzy keyword Searched Results shows the similarity value comparison of normal and fuzzy search.

Fuzzy keyword Searched Results give the result of the no. of documents and normal search time and fuzzy search time. The search time varies as the more no. of documents uploaded by the owner.

II. CONCLUSION AND FUTURE SCOPE

1. A secure, efficient and dynamic search scheme is proposed, which supports not only the accurate multi-keyword ranked search but also the dynamic deletion and insertion of documents. We construct a special keyword balanced index, and propose a “Greedy Depth-first Search” algorithm to obtain better efficiency than linear search. In addition, the parallel search process can be carried out to further reduce the time cost.
2. Fuzzy Search is proposed to searching for relevant records, the system also tries to find those records that include words similar to the keywords in the query, even if they do not match exactly.

3. In the proposed scheme, the data owner is responsible for generating updating information and sending them to cloud server. For further research Future work is to design a dynamic searchable encryption scheme whose updating operation can be completed by cloud server only.

4. All users usually keep the same secure key for trapdoor generation in SE schemes.
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